Secure Services Container IS

Protect blockchain software, chain code and data.
— Root users and System Administrators cannot access or see data or software
— Malware cannot self install in this container
— Data is encrypted. Keys are in protected memory
— No other platform provides this capability.
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Hyperledger Project

Linux Foundation - announced 17t December 2015

Encryption of Data
Access Control of Records

Signed Records

Hyperledger is the only Blockchain in the industry

that has these security features
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